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Risk management procedure
I General rules

1. Risk management procedure (hereinafter – Procedure) determines how risks are managed - identified, assessed, prioritised, monitored, prevented, mitigated and reported by the employees of the Managing Authority (hereinafter – MA) and Joint Technical Secretariat (hereinafter – JTS) of Latvia-Russia Cross Border Programme 2014 – 2020 (hereinafter – Programme).

2. The objective of the risk management is to ensure that controls by the MA and JTS are targeted towards those areas where high risk of material misstatement exists.
3. Risk management is ensured by the Risk management group (hereinafter – RMG), comprising employees of the MA and JTS. The Audit Authority (hereinafter – AA) and other experts are represented in the RMG in an advisory capacity. The RMG chairperson, its deputy member, RMG members and RMG secretary are appointed by the order of Head of the MA.
4. Risk is any potential event or situation in future, that could influence, delay or hinder to reach the Programme objective. 
5. Risks are divided in the following types:
5.1. Strategic risks are risks related to the performance and/or functions of the MA and/or JTS set by legislation or tasks designated that the MA and/or JTS has little or no control over. These risks include political, economic and social risks.
5.2. Operational risks are risks related to the processes or procedures that work incorrectly or do not function at all resulting in serious disruptions to the implementation of the Programme. 
5.3. Financial risks are risks related to the provision of sound financial management (including applying principles of economy, efficiency and effectiveness) of the Programme.
5.4. Legal risks are risks related to failure to comply with the requirements of legislation that is in force in the European Union and/or the Republic of Latvia and/or Russian Federation and all applicable Programme regulatory framework, including Agreement on financing and implementation of Cross Border Cooperation Programme "Latvia-Russia" 2014-2020 (non-compliant or non-effective application or other associated legal aspects). 
5.5. Information system risks are risks related to the operational errors, failures or shortcomings of the Programme’s electronic data exchange system.
5.6. Human resource risks are risks related to knowledge and skills of the employees, human resources in general, effective legal and ethical activities
 of the MA and/or JTS employees.
5.7. Fraud risks are risks that can lead to intentional acts or omissions relating to the use or presentation of false, incorrect or incomplete statements or documents, which can affect the misappropriation or wrongful retention of funds; non-disclosure of information in violation of a specific obligation, with the same effect; misapplication of such funds for purposes other than those for which they were originally granted. Special attention and fraud risk self- assessment shall be paid to fraud risks in the following areas- selection of applicants, implementation and verification of the operations, certification of expenditure and payments. 
6. Risk management procedure is applied on principle that effective risk management:

1.1. covers all tasks and activities of the MA and/or JTS;
1.2. advances the MA and/or JTS functions and tasks in fulfilment of the Programme implementation;
1.3. provides trustful environment for fraud reporting;
1.4. includes zero tolerance to fraud and corruption.

II Risk management process

7. In order to implement risk management process RMG performs risk self- assessment:
7.1. Prior to the RMG meeting or in case the risk self-assessment is done electronically, RMG secretary sends out Programme risk management plan (Annex 1 of Procedure) to members of RMG. RMG members within their competence level perform risk self-assessment by filling in relevant fields of Annex I of the European Commission Guidance “Fraud Risk Assessment and Effective and Proportionate Anti-Fraud Measures”
 (hereinafter – Annex I of the Guidance) and within 10 working days submit to the RMG secretary suggestions of risks to be included in Programme risk management plan as well as filled in Annex I of the Guidance. 
7.2. Submitted suggestions of risks to be included in Programme risk management plan are consolidated by the RMG secretary and reviewed at RMG meeting or sent out electronically alongside with filled in Annex I of the Guidance by the RMG members within their competence level by the RMG secretary for RMG members to review within 5 working days.  After opinion from each RMG member is received, final Programme risk management plan is prepared, including identification of risk, risk description, occurrence likelihood, risk impact level, monitoring priority, risk owner, activities/tasks for risk mitigation and monitoring period. In case the RMG meeting is organised, minutes are taken by the RMG secretary and afterwards approved by the RMG chairperson or its deputy member. 
7.3. Programme risk management plan is approved by the Head of the MA and is sent out to all RMG members. Self-assessment done in Annex I of the Guidance by the RMG members is stored in an electronic form in a separate folder on the internal network.

8. Programme risk management plan will be revised at least annually or more frequently upon necessity and updated according to the factual situation and/or recommendations issued by the AA or external auditors.
9. Risk owner is  responsible for assigned risk management, including:

9.1. execution of risk mitigation tasks in day-to-day work according to set activities/tasks for risk mitigation and monitoring period;
9.2. informing RMG chairperson or its deputy about performed activities/tasks for risk mitigation and the current risks status within 5 working days after the end of monitoring period or upon request by the RMG chairperson or its deputy.

10. It is the responsibility of each MA and JTS employee to immediately inform RMG chairperson, its deputy member and RMG secretary about the possible risks that have been identified in addition to those included in Programme risk management plan. If needed, the Programme risk management plan shall be revised according to point 7 of this procedure. 
11. RMG also: 

11.1. consults the employees of the MA about Risk management procedure objective and ensures active involvement of the MA and JTS employees in overall Programme risk management process.

11.2. upon necessity provides suggestions to ensure development of internal regulatory procedures to enhance Programme risk management.
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